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Kuaishou Information Security Organization Management Regulations 

In order to standardize the information security management of Kuaishou, define the 
overall information security policy and objectives, strengthen the coordination and 
management of its internal information security works, promote the construction of its 
information security system in an orderly manner, integrate the resources of all parties to 
solve any frequent and difficult problems in its information security works and jointly 
prevent any major hazards and adverse effects caused by information security incidents, 
the Company has established the Information Security Committee (the “Security 
Committee”). As the decision-making and discussion and coordination organization of the 
Company’s information security works, the Security Committee shall be responsible for 
the overall information security management of the Company and the overall planning and 
coordination of major issues and key tasks related to information security of Kuaishou. 

These regulations aim to clarify the organizational structure, responsibilities and powers, 
rules of procedure, working mechanisms and procedures of the Security Committee, and 
ensure the standardized operation of related works. 

These regulations are applicable to any works related to information security construction 
and personnel management of Kuaishou and its related companies and regional branches 
(branches, offices and representative offices). 

Organizational structure of the information security is as follows: 

(1) The Information Security Committee is the highest decision-making body for the
information security affairs of the Company. The Security Committee shall be composed
of senior management members of the Company and major persons in charge of each
business line, and shall be divided into decision-making members, related departments and
the office of the Security Committee according to their respective responsibilities.

(2) The heads of the first-level departments shall serve as members of the related
departments, who are responsible for promoting the implementation of information
security management requirements within the department.

(3) The office of the Security Committee shall cooperate with the decision-making
members of the Security Committee to promote the daily information security management
works, and report to the decision-making members.




